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1 Introduction

One of the main requirements in 3GPP is multi-vendorship. Therefore in 3GPP OSA we have adopted FW- Services interfaces required for this : Service registration and Service factory.

However, are these interfaces really sufficient to allow multi-vendorship ? We believe not and this is outlined in the rest of this contribution.

2 Is multi-vendorship supported in TS 29.198 ?

The problem becomes clear when considering the integrity management interfaces. For a 3GPP based SCS the only way to support e.g. fault management is to implement the application side of the interfaces, whereas a Parlay / ETSI based SCS uses the interfaces defined in the FW-Service interface.

[image: image1.wmf] : 3GPP SCS

 : FW

 : Parlay / ETSI 

SCS

IpFwFaultManager.activityTestReq

IpSvcFaultManager.activityTestRes

IpFaultManager.activityTestReq

IpAppFaultManager.activityTestRes


Figure 1: fault management for 3GPP based SCS vs Parlay / ETSI based SCS

However, this is by no means endorsed in the specification or to put it in other words: there is no support for integrity management between the SCS and the FW in the TS 29.198 and therefore there is no way to fulfill multi-vendorship for integrity management.

Another missing aspect is how a 3GPP based SCS could obtain access to FW services like the registration service. Inherently 3GPP based SCSs are within the same domain as the FW. A 3GPP based SCS does not need to be authenticated, but still needs to register, because of the multi-vendorship requirement. But to be able to register an SCS needs a registration interface, and the only standardised way to obtain it is contacting an Initial interface (the only one every SCS has when deployed), getting from it a reference to an Access interface, and from then on using the latter for discovering all other necessary interfaces. A 3GPP SCS has to use the same interfaces as applications do. First it contacts the IpInitial, bypasses the authentication and then obtains the registration interface on the IpAccess.

Now, like the integrity management case, the way a 3GPP based SCS has to obtain the registration interface is different from how a Parlay / ETSI based SCS has to do it, see Figure 2
. 
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Figure 2: registration of 3GPP based SCS vs Parlay/ ETSI based SCS

Our conclusion is therefore that by having specified only the interfaces for registration and service factory, the 3GPP specification does not allow multi-vendorship at all as it is not clear how a 3GPP SCS from one vendor would work agains the FW implementation of another vendor.

3 Way out

The multi-vendorship requirement can be fulfilled when the complete interface between Framework and Services is adopted in the TS 29.198.
 

4 Conclusion

By having specified only the interfaces for registration and service factory, the 3GPP specification does not allow multi-vendorship as it is not clear how a 3GPP SCS from one vendor would work with the FW implementation of another vendor.

Our recommendation is to introduce the complete interface between Framework and Services, ie. all the IpFW<something> and IpSvc<something> interfaces, in the TS 29.198. 
� Furthermore, there seems to be no defined way on bypassing authentication as for a 3GPP based SCSs the way to obtain the registration interface is by going through the authentication procedure whereas in fact an SCS in a trusted domain should really be able to get immediatly to the IpAccess interface. However, this is the topic of another contribution.


� This still does not solve the problem of how to register trusted SCSs, but that is the topic of another contribution.
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